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Abstract. Since its creation, the LGPD has faced challenges regarding the

adaptation of organizations to its guidelines, resulting in an increasing number
of administrative analyses and processes. This article aims to analyze the
application and compliance with the LGPD in Brazil, focusing on the clear
and established regulatory processes, based on the APDados database, in the
period from 2020 to 2024. This is an applied and quantitative research that
examines whether the processes related to the application of the LGPD in
Brazil. By quantifying and categorizing these clearly, the article identifies
patterns of non-compliance, more vulnerable sectors and the main challenges
in the inspection and application of assessments.

Resumo. Desde sua criacdo, a LGPD tem enfrentado desafios quanto a

adequacdo das organizacoes as suas diretrizes, resultando em um niimero
crescente de violacoes e processos administrativos. Este artigo tem como
objetivo analisar a aplicacdo e o compliance com a LGPD no Brasil, com foco
nas violacoes e nos processos regulatorios estabelecidos, a partir da base de
dados APDados, no periodo de 2020 a 2024. Trata-se de uma pesquisa
aplicada e quantitativa que examina se os processos relacionados a aplicacdo
da LGPD no Brasil. Ao quantificar e categorizar essas violacoes, o artigo
identifica padroes de ndo conformidade, setores mais vulnerdveis e os
principais desafios na fiscalizac¢do e aplicagdo das sangoes.

1. Introducao

A Lei Geral de Protecdo de Dados (LGPD), sancionada em 2018 e em vigor desde
2020, estabelece diretrizes para o tratamento de dados pessoais, impondo
responsabilidades as organizagOes e aos titulares de dados. A lei tem como base
principios como a necessidade, a transparéncia, a finalidade e a seguranga no tratamento
de dados, visando garantir que informacdes pessoais sejam utilizadas de forma ética e
em conformidade com as regras estabelecidas (Brasil, 2018).

Ademais € importante ressaltar que a aplicagdo da LGPD ndo tem sido
homogénea em todas as organizagdes. As violacdes da LGPD ocorrem de diferentes
maneiras: desde o uso inadequado de dados sem o consentimento dos titulares até falhas
no cumprimento dos direitos garantidos pela lei, como o acesso a informag¢do sobre o
uso dos dados pessoais e a retificacdo de informagOes incorretas. Essas infracdes
representam sérias falhas de compliance’ e podem resultar em san¢des administrativas,
que incluem adverténcias, multas e até a suspensdo da atividade de tratamento de dados
(Brasil, 2018; Carvalho et al., 2019; Alencar, 2023).

' Compliance trata-se do ato de estar em conformidade com determinadas leis, normas e regras, sejam elas
brasileiras ou corporativas (Martins, Longhi, Faleiros Junior, 2022)
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Neste contexto, a implantacdo e fiscalizagdo da aplicacdo da LGPD fica ao
encargo da Autoridade Nacional de Prote¢do de Dados (ANPD). A agéncia tem o papel
de garantir que as organizacdes estejam em conformidade com a lei (Brasil, 2018).
Entretanto, a ANPD vem enfrentando desafios em relacdo a quantidade crescente de
processos relacionados a violacdes da LGPD no Brasil, colocando pressdo sobre o
sistema regulatdrio. Outro aspecto importante é a andlise das san¢Oes impostas, sendo
crucial verificar se elas estdo de acordo com os critérios estabelecidos pela legislacdo e
se sdo eficazes na promog¢do da conformidade (Romero e Mendonga; 2023).

Além disso, o aumento no nimero de processos envolvendo violacdes da LGPD
levanta a necessidade de uma quantificacio desses incidentes. Quantificar esses
processos ndo apenas ajuda a entender a dimensdo do problema, mas também a
identificar padrOes de violagdes, setores mais vulnerdveis e a eficicia das medidas
adotadas para garantir o compliance. Com esses dados, pode-se avaliar a eficicia da
LGPD e propor politicas mais adequadas para sua aplicacdo, promovendo ajustes que
fortalecam a protecao dos dados no pais e incentivem a conformidade das organizacdes.

Motivados por este cendrio nacional, esta pesquisa visa analisar a aplicacdo e o
compliance com a LGPD no Brasil, com foco nas violagdes e nos processos regulatérios
estabelecidos, a partir da base de dados APDados, no periodo de 2020 a 2024.
Quantificar e categorizar esses problemas possibilita uma visdo mais ampla sobre os
desafios de conformidade, sugerindo caminhos para fortalecer a conformidade com a
legislagdo e garantir a seguranga no tratamento de dados pessoais no Brasil.

Este artigo estd estruturado em cinco secOes. Na secdo 2, sdo abordados os
principais fundamentos tedricos que sustentam o estudo. A secdo 3 detalha a
metodologia empregada. Na secdo 4, sdo apresentados os resultados e realizadas as
discussdes pertinentes. Por fim, a se¢do 5 apresenta as conclusdes da pesquisa.

2. Fundamentacao Tedrica

A LGPD foi um marco regulatério para a protecdo de dados pessoais no Brasil, criada
com o objetivo de assegurar que informagdes sensiveis fossem tratadas de forma
adequada e segura. Desde sua promulgacdo, tem sido implementada em diversos
setores, mas, na prdtica, ainda enfrenta desafios significativos quanto a sua correta
aplicagdo e ao cumprimento das exigéncias de conformidade (Carvalho et al., 2019).
Casos de violagdes da LGPD vém crescendo e, as organizacdes, muitas vezes, falham
em aderir aos requisitos impostos pela lei, seja por falta de adequagdo aos processos,
desconhecimento ou auséncia de um sistema eficiente de controle para garantir a
conformidade com a legislacao (Brasil, 2018).

2.1. Historico da Privacidade de Dados no Brasil

A evolugdo da protecdo de dados pessoais no Brasil seguiu um percurso gradual,
partindo de legislacdes fragmentadas até a criacdo de uma estrutura regulatdria robusta
com a promulgacdo da LGPD em 2018 (Brasil, 2018). A primeira base para a protecao
de dados foi o Cédigo de Defesa do Consumidor (CDC), instituido em 1990. O CDC
garante direitos iniciais de acesso e retificacdo aos consumidores, estabelecendo que
informacdes pessoais deveriam ser tratadas com transparéncia e seguranca, embora
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estivesse focado nas relagdes de consumo. Esse foi um passo inicial para a construcao
de uma cultura de prote¢do de dados no pais, porém, ainda insuficiente para lidar com
os desafios modernos de privacidade e seguranca (Doneda, 2006).

Outro marco importante foi o Marco Civil da Internet (2014), que regulamentou
o uso de dados pessoais no ambiente digital. O Marco Civil estabelece diretrizes para a
protecdo de dados e a privacidade dos usuarios, além de normas sobre transparéncia no
tratamento de dados pessoais. Entretanto, seu escopo se restringia ao ambiente online,
nao tendo uma abrangéncia ao uso de dados em outros contextos e deixando lacunas
para a protecdo integral dos dados pessoais (Lugati e Almeida, 2020).

A necessidade de uma legislacio mais abrangente ficou evidente apds o caso
Cambridge Analytica em 2018, que exp0s o uso indevido de dados pessoais em larga
escala e alertou o mundo para a vulnerabilidade das informac¢des em um mundo mais
digital e tecnologico (Bioni, 2021). Esse incidente gerou pressdo para a criacdo de
normas especificas em diversos paises, incluindo o Brasil, onde se adotou um modelo
inspirado na General Data Protection Regulation (GDPR) da Unido Europeia. Assim, a
LGPD foi promulgada para garantir a autodeterminacdo informativa e assegurar a
transparéncia e a seguranga no tratamento de dados pessoais (Brasil, 2018; Lugati e
Almeida, 2020).

2.2, Principais Artigos da LGPD

A LGPD centraliza o controle sobre o uso de dados pessoais, impondo
responsabilidades as organizacdes e garantindo direitos aos titulares (Brasil, 2018).
Entre os principais artigos, destacam-se:

- Artigo 5°: Este artigo define conceitos fundamentais, como “dados pessoais”,
“dados sensiveis” e “titular de dados”. A LGPD diferencia tipos de dados, exigindo
protecOes adicionais para dados sensiveis, como origem racial, religiosa e biométrica,
devido ao risco de discriminacio e a gravidade das possiveis violacdes de privacidade
(Brasil, 2018; Bioni, 2021).

- Artigo 7°: Estabelece as bases legais para o tratamento de dados, com destaque
para o consentimento informado e inequivoco. O tratamento de dados s6 pode ocorrer
mediante autorizacdo do titular ou em circunstancias especificas, como para
cumprimento de obrigagdes legais ou politicas publicas. O consentimento € fundamental
para a autodeterminacdo informativa, garantindo que o titular tenha controle sobre o uso
de suas informagdes (Brasil, 2018; Lugati e Almeida, 2020).

- Artigo 18° Garante aos titulares uma série de direitos, incluindo acesso,
correcdo, exclusdo, portabilidade e revogacdo do consentimento. Esses direitos reforcam
o controle do titular sobre seus dados, permitindo que ele gerencie e restrinja o uso de
suas informacdes, promovendo transparéncia e seguranga (Brasil, 2018; Bioni, 2021).

- Artigo 41°: Exige que organizagdes designem um Encarregado de Protecdo de
Dados (ou Data Protection Officer - DPO), responsavel pela conformidade com a LGPD
e por atuar como ponto de contato com a Autoridade Nacional de Protecdo de Dados
(ANPD) e com os titulares dos dados. Essa exigéncia reforca a governanca e a
responsabilidade organizacional no tratamento de dados (Brasil, 2018).
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- Artigo 46°: Este artigo estabelece que organizagdes devem adotar medidas de
seguranca técnicas e administrativas para proteger os dados pessoais contra acessos nao
autorizados e incidentes de seguranca. Medidas como criptografia e controle de acesso
sdo recomendadas para assegurar a integridade e a confidencialidade dos dados (Brasil,
2018).

Os artigos mencionados estruturam a LGPD e exigem uma postura ativa de
organizacOes para garantir a conformidade e a prote¢do dos dados pessoais. A LGPD
representa uma resposta ao avanco da tecnologia e ao crescimento do uso de Big Data,
promovendo a prote¢do de dados como um direito fundamental e assegurando que o
titular mantenha o controle sobre suas informacdes (Bioni, 2021).

A LGPD traz desafios e oportunidades significativas. A necessidade de
adequacdo legal implica o desenvolvimento de sistemas que incorporem medidas de
seguranca desde a concepc¢do, como privacy by design, e reforca a importancia da
seguranca da informacao no desenvolvimento de produtos e servigos. Em um cendrio
digital cada vez mais complexo, onde o volume de dados cresce exponencialmente, a
engenharia desempenha um papel essencial na criacdo de solugdes que garantam a
privacidade e a seguranga, alinhando inovagdo tecnoldgica com a protecdo de dados
pessoais (Bioni, 2021; Lugati e Almeida, 2020).

2.3. GDPR

A LGPD no Brasil foi fortemente inspirada pela GDPR, adotando principios e diretrizes
similares, como o consentimento informado e os direitos dos titulares sobre seus dados.
No entanto, a LGPD traz adaptacOes para a realidade brasileira, incluindo um periodo
de implementacdo gradual para que as empresas possam se adequar (Bioni, 2021).
Ambas as legislacdes compartilham o objetivo de garantir a prote¢do de dados pessoais
e definir uma governanga de dados transparente, mas a LGPD busca um equilibrio entre
rigor regulatério e suporte educativo, com a ANPD assumindo uma postura de
orientagdo 1nicial, enquanto a GDPR rapidamente imp0s sancOes significativas as
empresas que descumpriram suas normas (Bioni, 2021; Presthus e Sgnslien, 2021).

A GDPR da Unido Europeia (UE), implementado em 2018, estabeleceu um
marco rigoroso para a protecdo de dados pessoais, sendo amplamente considerado uma
das legislacdes mais abrangentes e influentes. O GDPR foi criado para garantir que as
empresas tratem os dados de forma transparente, segura e com o devido consentimento
dos titulares, protegendo os direitos dos cidaddos da UE e do Espaco Econdmico
Europeu (EEE) (Unido Europeia, 2016). Entre as principais disposicdes, destacam-se o
direito ao esquecimento, a portabilidade dos dados e o consentimento explicito como
requisitos para o processamento de dados. Adicionalmente, a GDPR ampliou o alcance
territorial de sua aplicagdo, exigindo conformidade ndo s6 de empresas da UE, mas
também de organizacOes em outros paises que processam dados de cidaddos europeus.
Isso tornou o GDPR uma referéncia internacional em regulamentagcdo de privacidade,
estabelecendo altos padrdes que impactam empresas em todo o mundo (Presthus e
Sgnslien, 2021).

A aplicacdo da GDPR trouxe desafios significativos, como evidenciado pelo
grande numero de san¢des impostas desde sua vigéncia. Segundo uma andlise das
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sancOes e violacdes, as infracdes mais comuns envolvem o processamento inadequado
de dados pessoais, a divulgacdo indevida de informagdes e a falta de cooperagdo com
autoridades reguladoras. As sangdes variam significativamente, com multas que vao
desde valores simbdlicos até somas substanciais, como a multa de 50 milhdes de euros
aplicada ao Google pela autoridade francesa de protecao de dados (Presthus e Sgnslien,
2021). Além disso, o GDPR introduziu novos papeis e responsabilidades, como a
obrigacdo das empresas em designar um DPO para assegurar o cumprimento da
regulamentacdo e servir de ponto de contato com autoridades e titulares de dados. Esse
conjunto de regras e exigéncias visa fomentar uma cultura de conformidade e
responsabilidade, mas, a0 mesmo tempo, impde as empresas o desafio de adaptar
processos internos complexos e, frequentemente, caros (Presthus e Sgnslien, 2021).

3. Metodologia

A metodologia da pesquisa € de natureza aplicada, pois busca gerar conhecimento para
a aplicagdo pratica (Tybel, 2020), tendo como objetivo ser de curto ou médio prazo. “A
pesquisa aplicada pode ser definida como atividades em que conhecimentos previamente
adquiridos sdo utilizados para coletar, selecionar e processar fatos e dados, a fim de se
obter e confirmar resultados, e gerar impacto” (Fleury e Werlang, 2016).

Com uma abordagem quantitativa, a metodologia desta pesquisa baseou-se na
andlise de dados relacionados a aplicacao e as violagdes da LGPD no Brasil, utilizando
ferramentas de data science para a extragdo, processamento e andlise desses dados. O
estudo utilizou dados disponiveis na base de dados da APDados®> (APDados, 2024)
desde 2015, ou seja, todos os registros da base, que resultaram em 160 dados. O
download da base de dados foi realizado em 20 de outubro de 2024. Em relagcdo ao
periodo a ser investigado, vale destacar que somente a partir de 2020 comecaram
aparecer sancdes com base na LGPD, objeto deste estudo. A partir dessa base de dados,
foi possivel identificar aspectos relevantes sobre a conformidade das organiza¢des com a
legislagdo, bem como sobre o volume e a natureza das violacdes.

Para a realizacdo da andlise, foram empregadas técnicas de ciéncia de dados,
sendo elas o tratamento e higieniza¢do de dados para ndo comprometer a andlise. Foi
realizado o tratamento de valores ausentes, remog¢do de duplicatas, correcdo de erros de
formatacdo e padronizando as informacdes que ndo estavam coerentes, COmo 0S campos
categoricos. Esse tratamento foi realizado com a linguagem de programacio Python,
escolhida por sua flexibilidade e ampla gama de bibliotecas voltadas ao processamento e
andlise de dados, como Pandas, NumPy, Matplotlib e Scikit-learn.

A primeira fase consistiu na extracdo dos dados da APDados (APDados, 2024),
que envolvem informagdes sobre processos, san¢des e infracdes relacionadas a LGPD.
Os dados foram organizados e preparados para andlise, assegurando sua relevancia para
o estudo e removendo possiveis inconsisténcias ou redundancias.

ApOs a coleta, os dados foram tratados, utilizando técnicas de limpeza para lidar
com valores ausentes, duplicados ou incorretos. Isso incluiu a padronizagdo de formatos
e a eliminagdo de entradas inadequadas para garantir a precisdo dos resultados.

2 O APDados (https://apdados.org/) é um repositério que contém processos e sangdes relacionados a
LGPD
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Em seguida, realizou-se uma andlise exploratoria de dados (EDA) para entender
a distribuicdo dos processos ao longo do tempo, as principais infracdes cometidas, os
setores mais afetados e a frequéncia de sancdes aplicadas pela ANPD. Foram analisadas
varidveis como ano do processo, base legal envolvida (LGPD, CDC, Marco Civil),
artigos da LGPD citados, tipo de san¢do aplicada, setor econdmico do infrator e tipo de
condenacdo judicial. Visualizacdes graficas e estatisticas foram geradas para identificar
padrdes e tendéncias, usando bibliotecas como Matplotlib e Seaborn.

Ap6s a andlise, os resultados foram interpretados para fornecer uma visao clara
sobre a eficicia da LGPD, a adequacdo das sangdes impostas e a frequéncia de
processos abertos por violagdo da lei. Essa abordagem permitiu uma analise robusta e
quantitativa das viola¢des da LGPD, oferecendo subsidios importantes para a discussio
sobre a eficicia da legislacdo no Brasil

4. Resultados e Discussao

Este artigo visa investigar a aplica¢do e a conformidade com a LGPD no Brasil, com
foco nas violagdes e nos processos regulatdrios estabelecidos, a partir da base de dados
APDados, no periodo de 2020 a 2024. A Lei, entrou em vigor em setembro de 2020,
trouxe novos desafios e oportunidades para a regulamentacdo do uso de dados pessoais
no pais. A implementacdo da LGPD gerou expectativas em relagdo a seguranca e a
privacidade dos dados pessoais e a adaptacdo das empresas aos novos requisitos legais.

O primeiro aspecto que pode-se notar nas andlises realizadas a partir da base de
dados sdo relacionadas ao aumento dos processos relacionados a aplicacio e compliance
ao longo do tempo. Anterior a implementacdo da LGPD os casos eram relacionados ao
CDC e eram julgados pelo PROCON. Conforme pode-se ver na Figura 1, os resultados
obtidos a partir do grafico temporal das violagdes de legislacdes de privacidade de dados
demonstram uma clara tendéncia de aumento nos incidentes reportados ao longo dos
periodos analisados.

Em 2015, 2017 e 2018, observamos um numero restrito de ocorréncias, com
apenas um ou dois casos registrados em cada periodo. No entanto, a partir de 2021,
houve um crescimento acentuado no nimero de violagdes, que se manteve ainda em
2022. Este aumento expressivo entre 2021 e 2022 pode ser interpretado sob alguns
fatores importantes. Em primeiro lugar, o surgimento e a implementacdo da LGPD no
Brasil, que contribuiu para uma maior visibilidade das infracdes. Essa legislacdo, além
de ser a primeira relacionada aos dados pessoais, introduziram exigéncias mais
detalhadas e penalidades elevadas para violacdes, incentivando as organizagdes a
reportarem incidentes de forma mais transparente.

Uma andlise feita do ponto de vista do tipo de sangdes aplicadas nos processos,
obteve-se como resultado a Figura 2, onde € possivel visualizar que a maior parte dos
processos € realizado em carater juridico, os processos que t€ém sanc¢do administrativa,
totalizando 4 casos, competem a ANPD e ao Ministério Publico, as demais sao julgadas
em Tribunais de Justica estaduais ou federais.
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Figura 1. Distribuicdo das Ocorréncias de Figura 2. Distribuicao das
Violacao ao longo dos anos. Sancoes

ApOs isso, foi analisada a relacdo entre as leis dos processos. Observou-se que a
maior parte dos processos relacionados a privacidade e protecao de dados se baseiam
principalmente em trés legislagdes: a LGPD, o CDC e o Marco Civil da Internet. Cada
uma dessas leis desempenha um papel especifico na regulagdo de préticas de uso de
dados pessoais no Brasil. Entre elas, a LGPD tem sido a legislacdo mais frequentemente
citada nos processos, especialmente apds sua implementacdo, devido ao seu carater
abrangente e detalhado, conforme a Figura 3. J4 o CDC, anteriormente a principal base
para a defesa do consumidor em questdes de privacidade, continua a ser utilizado em
casos onde o uso inadequado de dados pessoais afeta diretamente o consumidor. O
Marco Civil da Internet também se destaca nos processos, uma vez que regula direitos e
deveres de usudrios e provedores no ambiente digital.

Dentre os artigos da LGPD, alguns se destacam como os mais frequentemente
mencionados nas acdes judiciais, especialmente aqueles que definem os principios e
fundamentos da protecido de dados e estabelecem as diretrizes para o tratamento seguro
das informacdes pessoais, como € possivel analisar na Figura 4.
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Figura 3. Distribuicao das Leis Figura 4. Grafico de Pareto da
Distribuicao dos Artigos da LGPD

O Art. 7°, que trata das bases legais para o tratamento de dados, e o Art. 6°, que
define os principios a serem seguidos, estdo entre os mais citados, pois formam a base
para avaliar a legalidade e adequacdo do uso dos dados. Além disso, o Art. 5°, que
especifica as definicdes fundamentais da lei, e o Art. 2°, que define os principios gerais
para a protecdo de dados, sdo frequentemente referenciados para fundamentar o direito a
privacidade dos titulares. Outro artigo amplamente citado é o Art. 46, que trata das
medidas de seguranca, destacando a necessidade de prote¢do contra acessos ndo
autorizados e outras praticas inadequadas de manipulacido de dados pessoais.
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Observou-se uma variedade de tipos de condenacdes relacionadas a aplicaciao da
LGPD, conforme ilustrado na Figura 5. A "Indenizag@o por Danos Morais" € a categoria
de condenagdo mais comum, com 61 ocorréncias. Esse dado indica que uma grande
parcela dos processos judiciais envolvendo a LGPD resultou em compensacdes
financeiras aos titulares de dados que sofreram viola¢des, destacando a preocupagdo dos
tribunais em reparar danos emocionais ¢ de imagem relacionados ao uso indevido de
dados pessoais.

Outro tipo de condenacdo frequentemente observado é o "Indeferimento de
Pedido", sugerindo que em muitos casos o pedido inicial foi negado, talvez por falta de
evidéncias ou inadequacdo legal da solicitagdo feita. Além disso, vemos uma frequéncia
relevante de condenacgdes para "Obrigacdo de Fazer" e "Obrigacdo de Nao Fazer", que
representam determinagdes judiciais para que as empresas alterem ou interrompam
determinadas préticas envolvendo o tratamento de dados pessoais, demonstrando o
esforco do judicidrio em garantir conformidade pratica com a LGPD.
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Na andlise dos dados relacionados aos segmentos de mercado que tiveram
processos abertos por violar a LGPD, destacado na Figura 6, foi possivel identificar uma
predominancia significativa de certos segmentos nos processos. Os resultados revelam
que os bancos, sindicatos e redes sociais representam as entidades mais frequentemente
envolvidas em litigios relacionados a prote¢do de dados.

Os bancos, como principais institui¢des financeiras, lidam com um volume
elevado de informacdes pessoais e sensiveis de seus clientes. A complexidade das
operacdes bancdrias, aliada a responsabilidade sobre a seguranga e o tratamento
adequado desses dados, torna-os alvos recorrentes de processos. Os sindicatos, por sua
vez, tém enfrentado desafios relacionados ao manuseio de dados de seus associados,
especialmente no que diz respeito a transparéncia e ao consentimento para o tratamento
dessas informacdes. A protecdo dos dados pessoais dos trabalhadores e a conformidade
com a LGPD sdo questdes criticas para a sua atuacdo. As redes sociais também se
destacam como um dos segmentos mais processados, em funcido do grande volume de
dados que coletam e compartilham. A coleta de dados para fins publicitdrios e 0 manejo
inadequado das informagdes dos usudrios tém gerado uma série de acdes judiciais,
refletindo as preocupagdes da sociedade em relagdo a privacidade online.
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Ainda analisando um pouco além na questdo dos segmentos que tiveram
processos abertos, pode-se verificar as condenagdes que foram aplicadas a eles,
conforme Figura 7, onde se percebe que a maior parte deles é processado por
“Indenizacdo por Danos Morais”. Esses dados ndo apenas demonstram os setores mais
afetados pela LGPD, mas também evidenciam a necessidade urgente de uma maior
conscientizacdo e adaptacdo as normas de protecdo de dados, a fim de minimizar os
riscos legais e proteger os direitos dos individuos.

Condenacdes nos 10 Maiores Segmentos
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Figura 6. Condenacoes dos 10 Maiores Segmentos com Violac6ées da LGPD

Observando o panorama geral, os dados sugerem que grande parte dos processos
judiciais abertos contra esses setores visa a indenizagdo por danos morais, geralmente
decorrente de falhas no tratamento de dados. Esse resultado evidencia uma necessidade
urgente de conscientizacdo e adequacdo a LGPD, ndo apenas para evitar sancdes e
processos, mas para proteger efetivamente os direitos dos titulares de dados. A aplicacdo
de multas e san¢Oes reforca a importincia de uma postura proativa das organizagdes,
que devem buscar ndo apenas a conformidade legal, mas também a criagdo de uma
cultura organizacional centrada na privacidade e na transparéncia. Essa abordagem pode
contribuir para a mitigacdo de riscos legais e para a constru¢do de uma reputacdo
positiva perante os consumidores e a sociedade. Dessa forma, a LGPD ndo apenas
estabelece um marco regulatério para a prote¢cdo de dados no Brasil, mas também
sinaliza uma mudanca profunda na forma como as organizagdes precisam lidar com a
privacidade dos dados.

5. Conclusoes

Este estudo evidenciou a crescente importancia e impacto da LGPD no cenério juridico
e empresarial brasileiro, especialmente no que diz respeito a prote¢cdo dos dados
pessoais dos cidaddos. A anélise dos dados coletados revelou um aumento significativo
de processos relacionados a violacdes de privacidade desde a entrada em vigor da
LGPD, o que sugere tanto uma maior conscientiza¢ao dos direitos por parte dos titulares
de dados quanto uma intensificagdo da fiscalizagdo e visibilidade desses incidentes,
principalmente em setores que lidam com grandes volumes de dados sensiveis, como
bancos, sindicatos e redes sociais.
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A predomindncia de sentencas de "Indenizacdo por Danos Morais" indica a
preocupacdo do sistema judicidrio em mitigar os danos causados aos titulares,
ressaltando a seriedade com que as questdes de privacidade sdo tratadas no Brasil.
Ainda assim, a diversidade das san¢des impostas, incluindo a “Obrigacao de Fazer” e a
“Obrigagdo de Nao Fazer”, mostra que o judicidrio busca ndo apenas punir, mas também
promover uma mudanca pratica nas operagcdes empresariais, visando garantir a
conformidade com os principios da LGPD.

Como limitacdes deste estudo, a base de dados disponibilizada pode ndo conter
todos os processos de sancdo relacionados a privacidade de dados no Brasil, por
exemplo a andlise foi realizada com dados disponibilizados até 20 de outubro de 2024.
Além disso, ndo houve um aprofundamento na pauta da sang¢do, somente na
categorizagdo dela, sendo esse um trabalho futuro. Como trabalhos futuros de pesquisa,
seria relevante analisar a eficicia das acOes tomadas pelas empresas para mitigar esses
riscos e as percepcoes dos titulares de dados em relac@o a protecdo de sua privacidade.

Assim, apesar dos avangos, esta pesquisa destaca que ainda ha uma necessidade
urgente de maior conscientizagdo e adequacdo aos requisitos legais entre diversos
segmentos, a fim de prevenir riscos e assegurar o respeito aos direitos dos titulares. Este
trabalho contribui para a compreensdao dos desdobramentos da aplicacdo da LGPD e a
importincia de uma evolugdo continua nas préiticas de governanca de dados para
promover uma cultura de protecdo e respeito a privacidade no Brasil.
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