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Abstract—The digital relationship between companies and
customers happens through online systems where consumers
must upload their identification documents pictures to prove
their identities. The existence of this large volume of document
images encourages the research development to generate image
processing systems to automate tasks usually performed by
humans, such as Document Type Classification and Document
Reading. The lack of identification documents public datasets
delays the research development in document image processing
because researchers need to attempt partnerships with private or
governmental institutions to obtain the data or build their dataset.
In this context, this work presents as main contributions a system
to support the automatic creation of identification document
public datasets and the Brazilian Identity Document Dataset
(BID Dataset): the first Brazilian identification documents public
dataset. To accomplish the current personal data privacy law,
all information in the BID Dataset comes from fake data. This
work aims to increase the velocity of research development
in identification document image processing, considering that
researchers will be able to use the BID Dataset to develop their
research freely.

Index Terms—Identity Document Dataset, Document Segmen-
tation, Document Analysis, Document Recognition.

I. INTRODUCTION

The growth of digital media has led financial and gov-
ernment institutions to engage with their customers through
smartphones and other mobile devices [1]. This relationship
assumes that the client sends his personal information in text
format, and uploads photos of his identification documents to
answer the basic and mandatory question of the regulation
based on Know Your Customer (KYC): are you who you say
you are? [2].

Once the organizations have the images of identification
documents of their customers, they can execute some algo-
rithms for the automation of the text field extraction tasks
[3], document classification [4], signature extraction [5], in
addition to other properties and patterns present in the identi-
fication documents images.

Among the approaches for automatic document image pro-
cessing, algorithms based on Convolutional Neural Networks
(CNN) have been widely successfully applied. The first CNN
approach to document recognition was proposed by LeCun et
al. [6]. Later, Kang et al. [7] presented a CNN for document
classification. Tensmeyer [8] presented a CNN approach to
binarizing document images.

Personal identification documents contain confidential infor-
mation that cannot be made public; consequently, there are no

datasets of images of identification documents freely available
on the internet. In this context, image processing research
teams that would like to apply their algorithms to identification
documents, need industrial partners who provide the dataset
[4], or invest much time and effort to build their own datasets
[3] [9]. In particular, due to the Brazilian personal data privacy
law [10], there are several restrictions to access, store, and
share individual documents.

This lack of availability of identification documents datasets
is a severe problem that directly harms this field of research,
given that researchers who do not yet have the dataset a priori
need more time and effort to build it, in addition to developing
the technique applied to the document image processing [11].

In this context, this work presents as main contributions:
1) Public Dataset Identification Documents Generator:

an algorithm for generating identification documents
datasets. The proposed algorithm can be useful for
researchers from around the world to more quickly
generate their identification documents datasets.

2) Brazilian Identity Document Dataset (BID Dataset): The
first public dataset of Brazilian identification documents.
The BID Dataset addresses the problems of Automatic
Text Extraction, Optical Character Recognition (OCR)
and Document Image Classification. It is worthy to
mention all personal data in this dataset are fake.

The next sessions of this work are organized as follows:
Session II, presents the previous related works. Session III
presents the proposed algorithm for generating datasets from
identification documents. Session IV presents the proposed
dataset. Session V presents our conclusions and future works.

II. RELATED WORKS

Researchers presented the Smartdoc Dataset [12] through
the International Conference on Document Analysis and
Recognition (ICDAR) competition. The dataset addresses the
challenges of OCR and mobile document capture. The dataset
contains six types of documents (datasheet, letter, magazine,
paper, patent, and tax) from public databases with five docu-
ments per class.

The Mobile Identity Document Video dataset (MIDV-500)
was proposed by [11] to analyzing and recognizing identity
documents on mobile devices. The dataset consists of 500
video clips of 50 different types of identification documents,
including 17 types of ID cards, 14 types of passports, 13 types
of driving licenses, 6 types of identification documents from



various countries. The dataset is evaluated for facial detection,
OCR, and document region detection.

In the ICDAR 2017 competition, researchers presented the
DIBCO 2017 [13] dataset. The dataset is composed of images
of historical documents in which the dataset’s application is
focused on the binarization of images of handwritten and
printed documents. As a benchmarking proposal, research
teams submitted methods for binarizing historical documents.

Dizaj, Shima et al. [14] presented in 2020 a dataset for doc-
ument corners localization. The dataset contains 1111 images
captured in various conditions from smartphones. The images
are classified into three categories: (i) simple, (ii) medium
and (iii) difficult, in terms of how simple is to identify the
position of the document in the image by the eye. The dataset
has images with more than 500 different documents of size,
material, color, and content, over 500 different backgrounds,
in terms of material, texture and design, and have geometric
failures.

The processing of images of identification documents has
received much attention in the literature. Researchers have
presented approaches for identification documents classifica-
tion [4], automatic handwritten signature segmentation [5],
document boundary detection and document text detection [3].

III. GENERATING A DATASET OF IDENTIFICATION
DOCUMENTS WITH FAKE DATA

Fig. 1. Flowchart of the proposed algorithm operation

As shown in Figure 1, the proposed algorithm is divided
into six main steps, which are detailed below:

1) The original documents images were labeled with the aid
of VGG Image Annotator (VIA) [15], an online tool that
allows humans to annotate and describe spatial regions
in images or video frames and temporal segments in
audio or video. With the aid of VIA, we manually
annotated the regions where the texts were present in

the images. After manual labeling through VIA, we
generated a text file with the corresponding texts co-
ordinates, the type of personal information (e.g person’s
name, date of birth, document number, among others)
in those coordinates and the transcription of the original
document text in case of non personal information. The
original images, together with the text file, were used as
the system input.

2) To identify the face region in the document image,
we used the Max-Margin Object Detection pre-trained
model described in [16] after a blur filter. Once the face
region was identified, we hid the individual face through
the Blur Gaussian filter [17].

3) In the pre-processing step, all original images were
copied to a version with 500 Dots Per Inch (DPI) and
double of their sizes. Later, we used the Tesseract-
OCR [18] to identify the current orientation of modified
images, to keep all original images to the 0o position.
This helped the insertion of false personal information
horizontally, from left to right (according to the reading
direction).

4) Using the coordinates information obtained through
manual labeling performed in the first step, we removed
personal information by scanning labeled region pixels
and replaced the pixel values by Region Dominant Color
(DC) (calculated using the Median Cut Algorithm [19])
or by the Average Color (AC) (defined by Equation 1)
of three pixels above. If AC > DC, AC is applied;
otherwise, it is applied DC. As shown in Figure 2,
after this process, the resulting image contains only the
background and texts of the document layout.

AC =
pxy−1

x + pxy−2
x + pxy−3

x

3
(1)

where px represents the pixel in processing, y is the
y-axis coordinate and x is the x-axis coordinate.

5) We generated fake information for all fields present
in the document (as name, date of birth, affiliation,
document number, among others). The fake names to
be inscribed in the documents were randomly selected
from two lists. The first list is a text file composed
of fake names, and the second list is composed of
fake Brazilian surnames. As a source for generating the
fake information of cities and provinces, we used the
data from Instituto Brasileiro de Geografia e Estatı́stica
(IBGE) [20] and randomly got a province, then we
took a city. To produce the numeric data fields (as
the document number, date of bird, among others), we
used algorithms for randomly generate numbers with the
field size. From these fake data, we made a mask with
the same dimensions of the original image, where the
fake text is represented by black pixels, the background
is represented by white pixels, as shown in Figure 3.
The fake personal information was stored in a .txt file
to serve as Ground Truth (GT) for Optical Character
Recognition (OCR) methods.



6) Finally, in the Data Augmentation stage, we performed
rotation operations, modifying brightness and contrast,
applying blur, and random noise, among others, to build
new images for the base.

The source code of the proposed method previously
described is available on the following link:
https://github.com/AlyssonDSS/GeradorBaseSintetica.

Fig. 2. Document Image after removing personal information.

Fig. 3. Mask with false personal information.

IV. BRAZILIAN IDENTITY DOCUMENT DATASET (BID
DATASET)

Brazilian Identity Document Dataset (BID Dataset) aims at
three crucial challenges in the Computer Vision field: (i) Doc-
ument Images Classification; (ii) Text Region Segmentation
and (iii) Optical Character Recognition (OCR). BID Dataset
is composed of Brazilian ID documents divided into eight
classes: front and back faces of National Driver’s License
(CNH), CNH front face, CNH back face, Natural Persons
Register (CPF) front face, CPF back face, General Registration
(RG) front face, RG back face, and RG front and back faces.

As shown in Figure 4, the dataset consists of an original
image (document photo), and two Ground Truth (GT) types.

(a) Original Image (b) GT for Text Segmentation chal-
lenge

(c) GT for OCR challenge

Fig. 4. BID Dataset: Image Sample

To address the segmentation challenge, the first GT type
available is the image mask (in black pixels), delimiting the
text regions (in white pixels), as shown in Figure 4 (b).
To address the OCR challenge, the second GT type is the
image content transcription, and the text regions coordinates,
as shown in Figure 4 (c).

BID Dataset is composed of 28,800 document images,
with 3,600 samples for each class. The dataset presents a
variety of images in different resolutions, lighting conditions,
perspectives, orientations, contrasts, and noise. The personal

https://github.com/AlyssonDSS/GeradorBaseSintetica


information in the document is false and was generated
according to section III.

The proposed dataset can be downloaded from the follow-
ing repository: https://github.com/ricardobnjunior/Brazilian-
Identity-Document-Dataset.

V. CONCLUSION AND FUTURE WORKS

Digital relationship between companies and customers has
boosted personal online registration in corporate systems,
in which customers need to prove their identifications by
uploading their documents photos. This fact encourages the
researches development in image processing of identification
documents to support the automation of different tasks such as
Automatic Text Segmentation, Document Type Classification,
Optical Character Recognition, among others.

Given the Brazilian personal data privacy law [10] and simi-
lar regulations in other countries in the World, there are several
restrictions to access, store, and share individual documents.
Therefore, the existing datasets are private, limiting advances
in the document processing field, since the researchers do not
have access to these datasets to evaluate and improve their
algorithms.

In this context, the main contributions of this work are:
(i) a powerful algorithm to generate public identification
documents datasets with non-confidential and private data;
and (ii) the first open Brazilian public dataset of identification
documents, named Brazilian Identity Document Dataset (BID
Dataset), without personal and sensitive data, in attention to
the Brazilian personal data privacy law [10]. The proposed
algorithm is divided into six main stages: Original Image
Labeling; Face Blur; Blur Application on People’s Faces; Pre-
processing; Personal Information Removal; Insertion of False
Personal Information and Data Augmentation. The presented
dataset is composed of 28,000 images, divided into eight
classes.

Both contributions of our work will be freely available and
must be used only for research purposes. Therefore, we hope
the proposed system can support researchers around the world
to generate their identification document datasets to develop
their research without the need for partnerships with big
private or governmental institutions. While the BID Dataset is
useful for researchers to try and improve their document image
processing algorithms taking into account the challenges of
this brand new dataset.

As future work, the authors will investigate image process-
ing algorithms based on Deep Learning to address the possible
challenges proposed by the BID Dataset.
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