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Abstract. Blockchain technology has aroused the interest of researchers as it
ensures security and privacy in decentralized applications. One of the plat-
forms currently used for the development of new blockchain-based solutions is
the Ethereum network. This article presents an experimental analysis of this
network to identify its gas cost and performance for several contracts in a simu-
lated private Ethereum network. The results obtained demonstrate that storage
operations for large amounts of data can prevent the use of blockchain due to
the high gas cost charged for this type of operation. Also, the experiments have
pointed out that processing operations which do not store information have a
small gas cost.

1. Introduction

The blockchain is a technology that applies community validation to maintain the
ledger content synced and replicated through all the nodes. The blockchain nodes
consent on the validity of a sequence of blocks which have the record of a series of
transactions, making the blockchain a record of ordered transactions [Dinh et al. 2018,
Saraf and Sabadra 2018, Aste et al. 2017]. This characteristic of replication provides sup-
port to the central premises of the blockchain, which include security, trustability, trans-
parency, and decentralization. These premises are highly attractive for the development
of several applications, and the cryptocurrencies are the most known.

In addition to applications for the cryptocurrency market, several other ap-
plications from different domains have employed the blockchain technology to de-
velop more robust solutions. Privacy control and identity management are examples
of the services that have been used blockchain in the development of new solutions
[Saraf and Sabadra 2018] and have found in the blockchain a way to manage user identi-
ties independently of a centralizing authority. We can also cite the supply chain manage-
ment area as another major use of this technology [Miller 2018]. Because a supply chain
has multiple links with several authorities, which are responsible for the flow of processes,
there has been a great interest in applying blockchain to offer more transparency to the



customers. The employment of the blockchain in the development of new solutions has
brought a great focus to this technology, perhaps more than the one expected at the time
it was designed, and some of its features are reaching their physical limitations.

With the increasing popularity and adoption of cryptocurrencies, such as Bitcoin
and Ethereum, these applications require that a fundamental concept present in the initial
design of this technology be rethought, i.e., its scalability. As digital currencies become
more commonplace on a day-to-day basis, the number of transactions has increased expo-
nentially [Chauhan et al. 2018]. With the number of transactions increasing day by day,
the blockchain becomes too bulky, and each node needs to store all transactions to val-
idate if those transactions have not been "spent" before. This blockchain characteristic
directly influences the ability of nodes to replicate information in a short period to not
spend a very high amount of time in the data replication process instead of the transaction
validation process, which also tends to be a current bottleneck of this technology.

In addition to the problem of scalability due to the volume of data, constraints
related to the block size and the time interval for generating a new block influence the
capacity and processing time within the network. According to [Zheng et al. 2017], in
the Bitcoin blockchain, the processing capacity is only seven blocks per second, while
[Blom and Farahmand 2018] shows that the Ethereum blockchain reaches a capacity
close to twenty transactions per second. These numbers are remarkably lower than the
major electronic payment methods currently used, such as Paypal and Visa, which deal
with thousands of transactions per second [Chauhan et al. 2018]. For the continuation of
this technology as a viable base for large applications, it is necessary to develop new tech-
niques that allow the blockchain to overcome the problems being identified today, which
has brought considerable attention to this subject.

As mentioned before, the need for data replication on all blockchain nodes is one
of the critical features that compromise network scalability. This feature is assessed in
the work of [Decker and Wattenhofer 2013], in which the authors evaluate how the delay
in the data replication and process validation may be the bottlenecks causing the forks in
the Bitcoin blockchain. The authors evaluate these points through unilateral simulations,
forcing the limits of the Bitcoin protocol by merely varying the behavior of the network
nodes. This work serves as a reference for several other studies focused on the scalability
analysis of blockchain-based networks.

A framework for the performance analysis of private blockchains is presented in
[Dinh et al. 2017]. This framework simulates different workloads applied to a network
with a fixed number of nodes for throughput. For the scalability tests based on network
growth, the authors defined a fixed frequency of requests and increased the number of
nodes. As results, they presented the behavior of three private blockchains for validation
purposes, namely: Ethereum, Parity, and Hyperledger. This work also served as a basis
for the development of the work presented by [Pongnumkul et al. 2017], in which the
authors similarly performed an analysis of two networks through diverse workloads. In
this last work, three different types of operation were used to evaluate how networks
behave through operations with different levels of complexity. Similarly, we have defined
the proposal for our work.



In this paper, we analyze the processing cost of the Ethereum blockchain in a
smaller private network. We investigate the behavior of this network using three types
of operation with different complexities. We have divided the operations into Linear
Operations, Data Manipulation, and Sorting Algorithms. Our work evaluates the gas
consumption, as well as the impact of the input parameter value of the algorithm in that
consumption. In this sense, we are mainly evaluating the consumption of the selected
algorithms in the Ethereum network and the limits of the blockchain to process these
algorithms. This experimental analysis is the main contribution of the work and in this
context lies our analysis of network scalability. From these tests, it was possible to identify
the behavior of the Ethereum network for different types of algorithm. It was also possible
to obtain the average gas cost for each operation performed in the network.

The remainder of this paper is structured as follows. Section 2 describes briefly
the Ethereum blockchain, while Section 3 presents the proposed analysis used to evaluate
the blockchain, including the simulation and test applied. Section 4 presents and discusses
the experimental results. Concluding, Section 5 gives the final remarks.

2. Ethereum Blockchain

The Ethereum platform was introduced to the world by [Buterin 2014]. Ethereum is not
just a cryptocurrency, but it is also a programming language running in a blockchain. This
platform allows users to create smart contracts and perform the transfer of cryptocurrency
to other users by validating these contracts. According to [Mohanta et al. 2018], a smart
contract is a computer program that self-checks and self-executes, and is anti-fraud. Such
smart contracts are intended to facilitate negotiation between unknown persons, eliminat-
ing the need for a third-party to audit the negotiation. The existing applications for smart
contracts are diverse, such as prevention of violation, financial services, and application
of credit, among others. The validation of contracts and information contained in the
blockchain employs mining processes.

The mining process consists of the execution of a consensus algorithm. This type
of algorithm is used to validate the information transmitted in a distributed network. As
an example, consider the double spending problem. A user named Bob, who has only
ten coins, intends to send these coins to Alice and Ana at the same time. If there is
no adequate consensus algorithm, Ana and Alice will each receive ten coins, generating
double spending.

The Ethereum platform employs the PoW (Proof-of-Work) consensus algorithm,
which was proposed in [Dwork and Naor 1992]. This algorithm consists of solving a
cryptographic problem that satisfies all the data present in the blocks of the blockchain. In
a consolidated network, the PoW algorithm improves security, but it is energy inefficient.
According to [Kim and Kim 2018], the energy consumption generated by the Ethereum
and Bitcoin blockchains already surpasses the energy consumption of Syria, which is the
72nd country with the highest consumption of electricity in the world.

Another consensus algorithm is the PoS (Proof-of-Stake), which was proposed
by [Sunny King 2012] to solve the energy issues and guarantee security to the informa-
tion contained in the blockchain. This algorithm defines the miner of the next block by the



amount of cryptocurrency that a node has. The user with the highest number of cryptocur-
rency could be defined as the miner of the next block. However, to avoid the monopoly
of the network by whoever has the higher amount of cryptocurrency, the process uses a
random number generator to define the mining node. This algorithm becomes advanta-
geous over PoW because it spends less electricity on the mining process. Currently, the
Ethereum platform uses an optimized version of PoW, but it is estimated that it will be
completely migrated to PoS in 2019.

When the network confirms the validation of a block, the miners of the block
receive a specific value in Ether for the work done. It is necessary to mention that the
cryptocurrency of the Ethereum platform has pseudonyms (see Table 1) that are also used
to charge fees for users using the Ethereum blockchain. Each operation performed on the
Ethereum platform has a cost called gas [Wood 2014]. The cost of gas varies for each
operation. For instance, storing a contract on the Ethereum platform has a cost of 32,000
gas, while storing a value with 256-bit size has a cost of 20,000 gas.

Table 1. Ethereum pseudonyms

Multiplier Pseudonym

100 Wei
1012 Szabo
1015 Finne
1018 Ether

The users of the network set the gas price. At the time of the development of this
work, the cost of a gas corresponded to 3.6 GWei. It is worth noting that the gas price
varies according to the operation of the network. The amount previously shown is the
standard gas price, which means that the user paying that price for the used gas will have
their transaction confirmed on the Ethereum platform within 30 minutes. If he/she needs
to confirm the transaction be more quickly in the blockchain, he/she should pay 15 GWei
perused gas, and the transaction will be confirmed in less than 2 minutes. Information
regarding the Ethereum platform values can be obtained in [EthStats 2018].

With the popularization of the platform, the number of users in the Ethereum
network has been growing exponentially. Figure 1 shows the increase of addresses in the
platform since 2015. Nowadays (Dec. 2018), the platform has about 48 million active
addresses.

3. Implementation

This section describes the methods used to evaluate the processing costs of the Ethereum
network.

We have implemented eight contracts of three different classes: Linear Operations,
Data Manipulation, and Sorting Algorithms. As development and experimental platform,
we have employed Truffle Suite to implement, compile, and run the tests, and Ganache
software to build the private blockchain network.



Figure 1. Address growth on the Ethereum platform from 2015 to 2018 (data
obtained using [Etherscan 2018]).

We have employed the Linear Operations class for assessing and identifying
whether the Ethereum network has a pattern of growth in the gas cost and the perfor-
mance of data processing. This class is composed of two contracts named Single_Loop
and Double_Loop. These contracts execute one and two nested loops, respectively, which
do not perform any computation or access to the blockchain (see Algorithms 1 and 2).

Algorithm 1: Single_Loop
Input : n, Number of iterations
for i ∈ {0, . . . , n− 1} do
end
return 1

Algorithm 2: Dual_Loop
Input : n, Number of iterations in each loop
for i ∈ {0, . . . , n− 1} do

for j ∈ {0, . . . , n− 1} do
end

end
return 1

The Data Manipulation class was intended to assess the gas cost and perfor-
mance of operations that update the blockchain. This class comprises three contracts:
(i) Store_nInt, which performs several stores of an integer variable into the blockchain;
(ii) Store_nChar, which updates several times a char variable in the blockchain; and (iii)
Store_String, which saves a string into the blockchain. Algorithms 3–5 illustrate these
contracts.



Algorithm 3: Store_nInt
Input : n, Number of store operations in the blockchain
Data: x, Integer variable in the blockchain
x← 0
for i ∈ {0, . . . , n− 1} do

x← x+ i
end
return 1

Algorithm 4: Store_nChar
Input : n, Number of store operations in the blockchain
Data: x, Char variable in the blockchain
for i ∈ {0, . . . , n− 1} do

x← Generate_Char()
end
return 1

Algorithm 5: Store_String
Input : n, Size of the string to be stored in the blockchain
Data: x, String variable in the blockchain
x← Generate_Char_Array(n)
return 1

The contracts of the Ordering Algorithms class were planned to evaluate the per-
formance of the network for operations requiring high processing. This class is composed
of three algorithms (Bubble_Sort, Quick_Sort, and Merge_Sort) that perform the order-
ing of the values of a linear array. The contracts are also responsible for generating an
unsorted array before ordering it.

Table 2 summarizes the computational complexity of each contract employed in
the experiments. It is worth highlighting that all the contracts of the Data Manipulation
class have low complexity because they focus on identifying the gas cost related to the
updating of the blockchain.

Table 2. Computational complexity of the contracts

Contract name Contract class Best Case Worst Case

Single_Loop Linear Operations O(n) O(n)
Double_Loop Linear Operations O(n2) O(n2)
Store_String Data Manipulation O(n) O(n)
Store_nChar Data Manipulation O(n) O(n)
Store_nInt Data Manipulation O(n) O(n)
Bubble_Sort Ordering Algorithms O(n) O(n2)
Quick_Sort Ordering Algorithms O(n. log n) O(n2)
Merge_Sort Ordering Algorithms O(n. log n) O(n. log n)



3.1. Simulations and Tests

After defining the contracts, we have applied tests to evaluate their performance. Each
contract has a single input parameter (n) whose meaning is defined in Table 3.

Table 3. Meaning of the input parameter (n) in each contract

Contract Input parameter

Single_Loop Number iterations of the loop
Double_Loop Number of iterations in each loop
Store_String Size of the string to be stored into the blockchain
Store_nChar Number of times it stores a char into the blockchain
Store_nInt Number of times it stores an integer into the blockchain
Bubble/Quick/Merge_Sort Size of the array to be ordered

The algorithms listed above allowed to evaluate the results regarding the process-
ing and gas cost of the network.

Each test was performed sequentially through a script written to request 12 oper-
ations of each contract. The parameter n was set to vary from 2 to 4096, in discrete steps
based on powers of 2. All the tests were performed five times to obtain an average value
in the processing time.

The Ethereum network allows building three types of function for contracts. Stan-
dard functions allow to read and store data in the blockchain. View functions allow only
to view the data in the blockchain. Finally, Pure functions, which do not allow reading
and storing in the blockchain, but allow to use the network as a processing source. Due
to this difference, two test groups were developed, according to Table 4. The Pure group
was built to evaluate contracts that do not make any modification in the database. The
Standard group was developed to evaluate the contracts that make modifications in the
database and to identify differences in the gas cost. As the contracts of the Data Manipu-
lation class modify the database, we did not use it in the Pure group tests.

Table 4. Evaluation type x Test group

Evaluation type Pure group Default group

Linear Operations • •
Data Manipulation •
Sorting Algorithms • •

The tests were performed on a computer with an Intel R© i5-5200U processor, with
4 cores, and 8GB of RAM running Manjaro Linux distribution.

4. Experimental Results

This section presents the results of the experiments carried out with the Ethereum network
for the three different classes of contract. The analysis is performed based on the gas cost
and runtime (i.e., the execution time) of each contract.



4.1. Linear Operations

Figure 2 presents the gas cost and the runtime for the Linear Operations contracts. The
contracts of the Pure group did not consume gas, and they are not presented in the Gas
Cost chart. We observe that the standard Single_Loop contract has a linear growth pattern,
while the Dual_Loop presents a quadratic growth, as described in Table 2. Also, we notice
that the Dual_Loop contract exceeded the limit of gas cost and was not able to execute
more than 256 iterations per loop. Moreover, it is worth noting that there is no significant
difference in execution time between the Pure and the Standard groups.

Figure 2. Gas cost and runtime of the Linear Operations contracts.

Figure 3 presents the runtime gas cost, which is a metric that expresses the ratio
of gas consumption in time; it is given in Mgas per second (or Mgas/s). The average cost
of the Single_Loop contract equals 0.87 Mgas/s, with a minimum of 0.66 Mgas/s and a
maximum of 1.17 Mgas/s.

Figure 3. Runtime gas cost for Linear Operations contracts.



4.2. Data Manipulation

Figure 4 presents the gas cost and runtime results for the Data Manipulation contracts.
Figure 5 identifies the cost per update for each one of these contracts. We observe that
these algorithms also have a linear behavior in network processing and gas cost for the op-
erations executed. We also notice that the contract that store the shorter data (Store_Char)
consume more gas per update, but have better scalability.

Figure 4. Gas cost and runtime of Data Manipulation contracts.

Figure 5. Gas cost per update.

The experiments shown that the Data Manipulation contracts have a high runtime
gas cost (Figure 6). Its minimum cost (1.18 Mgas/s) is greater than the higher cost of the
Linear Operation contracts (1.16 Mgas/s), reaching a maximum cost of 8.09 Mgas/s in
StringChange operations.



Figure 6. Runtime gas cost for Data Manipulation contracts.

4.3. Sorting Algorithms
As expected, the Sorting Algorithm contracts have the longest processing time, reaching
the cost of 2.8 Mgas in 4 seconds of processing in BubbleSort ordering contracts. As
Figure 7 shows, this same contract is only able to order vectors of up to 128 items because
tests with more operations exceeded the gas limit, different from the much more complex
QuickSort contract, which was able to perform all the orderings in the experiments. As
in the Linear Operations class, the execution time of the Pure group implementations is
similar to the one of the Standard implementations.

Figure 7. Gas cost and runtime for Ordering Algorithms contracts.

Although the gas cost and the processing time are higher than the ones observed
in the other classes, this class has an average runtime gas of 0.6 Mgas/s. This cost is
close to the one obtained with the Linear Operations algorithms and lower than the Data
Manipulation class. These results are evidence that contracts that perform operations in
the blockchain are much more costly, as Figure 8 shows.



Figure 8. Runtime gas cost for Ordering Algorithms contracts.

The results of this study questioned the ability of a private network as a processing
source and base for blockchain data storage, which, despite a solution for simple compu-
tational problems, brought a high data processing time in the tests performed and a high
gas cost in operations that carry out large amounts of records in the blockchain.

5. Conclusions

In this paper, we have presented an experimental analysis of the processing cost of the
Ethereum blockchain in a private network. From the tests performed, we have observed
that algorithms that use the Ethereum blockchain for data processing are not efficient
because some operations take too many time to process a request. For instance, it takes
around four seconds to sort an array of 128 positions. While using it for linear data
processing is not good, making use of the Ethereum blockchain to process data in parallel
might be useful. However, further studies on this topic are necessary to confirm this
hypothesis.

The process of designing and creating a smart contract must be carefully thought
to decide which types of data are going to be used to store the information into the
blockchain. From the tests performed using data manipulation, we have identified that
requesting changes of a single character of a text variable is four times more expensive
than requesting changes of integers. Furthermore, we have found that the cost for ma-
nipulating changes to a string of 128 characters is six times higher than to manipulate
only two characters of text, costing more than two thousand gas for a single operation.
Based on that, we can conclude that using the Ethereum blockchain to store a significant
amount of data is not the ideal scenario, although we can use it to store thousands of small
registers for the same price as a big one. As an overall conclusion, we can assume that
the Ethereum blockchain presents a lack of scalability because the network struggled to
handle a small number of complex operations. The source code used in the tests can be
found in the LEDS repository provided in GitHub [Ochôa et al. 2019].

As future work, we intend to simulate cryptocurrency operations into the network,
because they are supposed to be the core application for this network. After that, we
are going to be able to compare if the complexity of the transactions used in this work
relates to the expected by the Ethereum blockchain core design. Also, we plan to perform
the same tests on the Ethereum public network to compare the gas and monetary costs.



Furthermore, we intend to perform an analysis of the gas costs for real-world applications
to assess how costly these applications are in an Ethereum-based network.
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